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I have developed a wide breath of technical skills over a 30-year career, including many that directly benefit a cyber security team. Administering operating systems (windows, linux, unix, citrix, etc), databases (oracle, sql, Informix, db2, hana, etc), and numerous applications (sap, oracle, peoplesoft, e-commerce, supply chain, etc) gives me great insight into the layers of data that would be at risk. The values I hold and bring to security include impeccable integrity and unwavering ethical practices. I would never cheat anyone out of a penny, nor would I stand for others to take advantage. I’ve always been known as the most-trusted among my family when it comes to legal matters, finances, executor of wills because of my fair and integris treatment to all. Cybersecurity as a career next step is a logical one. I’ve been building new AI-models for security, new cyber secure applications for the web, and absolutely enjoy the work. There is something very rewarding about catching the cleaver, yet less ethical actors. Understanding corporate missions and goals from the board level down, I can bring exceptional value to an organization in leadership roles as a beacon of trust, an example for junior staff, and chain of custody custodian in the wake of events to an organization.